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Introduction

1.1 Purpose and Scope

Please describe, what the document is intended for, and what the scope of its usage is.
1.2 Reference Material

1.2.1 Reference Documents

[1]


[2]


[3]


[4]


[5]


[6]





1.2.2 Abbreviations

TMF
Telemanagement Forum 




1.2.3 Definitions

TMF

Telemanagement Forum , formerly NMF, Network Management Forum

1.3 Document History

Version
Date
Authors
Comment

0
02.05.2000
Antonio Manzalini
Initial documents 

1.4 Document overview

The document is structured as follows. Section 2 describes ......

2 Application and Network Transport Services

2.1 Network Applications

This section describes a set of possible applications services that are likely to be supported by a broadband transport network. In general, a set of telecommunications application services could be classified as interactive or distributive, broadband and narrow band, bi-directional or unidirectional and if bi-directional, symmetric or asymmetric, etc. This section considers six service classes (Table 1).

APPLICATION SERVICE
CHARACTERISTICS

POTS
Symmetric with 64 kb/s

N-ISDN
Symmetric with 144 kb/s

Data Trasmission
Asymmetric > 64 kb/s

Broadcast-Multicast
Asymmetric from 1 to 8 Mb/s downstream

On – Line
Asymmetric with 1 Mb/s downstream and 32 kb/s upstream

Video Communication 
Symmetric from 384 kb/s to 2 Mb/s

Table 1 Application Services provided by a Network\Service Provider and associated characteristics.

Two parameters should be defined to identify an application services scenario: the bandwidth requirements and the service’s degree of penetration in terms of percentage spread across customers for each type of service. The second parameter is the percentage of customers who subscribe the service, and generally it is obtained through market surveys. 

As an example, urban network areas could be classified as follows:

1.
Minor urban areas (less than 50,000 inhabitants)

¨
Industrial sub-area 

¨
Rural sub-area

¨
Residential sub-area 

¨
Service sector sub-area

¨
Tourist sub-area 

2.
Intermediate urban areas (50,000 to 200,000 inhabitants)

¨
Residential-housing sub-area

¨
Industrial sub-area

¨
Service sector sub-area

3.
Major urban areas (over 200,000 inhabitants)

¨
Residential sub-area

¨
Business sub-area

¨
Industrial sub-area

¨
Service sector sub-area

It should be noted that a regional or metropolitan network covering a quite large territory will contain all three types of “urban area”, and as such it will include all of the “areas” previously listed.

For each “area” and “service”, it is necessary to estimate the percentage of customers subscribing for the service, i.e. the service spread. These values should be used then to define the short, medium and long term scenarios.  For example see Figure 1.
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Figure 1 - Example of Service penetration

2.2 Network Transport Services

Network transport services are those functions and utilities supporting connectivity, communications and control required by applications operating across the network applications. The definition of these network tranport services will determine the flexibility of an enabling infrastructure to support current and unforeseen new network application. The tight link between network infrastructure and transport services will benefit Network and Service Providers from the reduced complexity of the overall network environment. This complexity reduction could lead to simpler management and cheaper overall network costs. 

[image: image2.wmf]SDH

NE

OTN

NE

OTN

NE

IP

GSR

OTN

NE

IP

GSR

OTN

NE

SDH

NE

IP Transport Services

SDH Transport Services

OTN Transport Services

IP Transport Services


Figure 2 - Example of Transport Services

In this document the attention will be focussed on IP and OTN Transport Services. 

2.2.1 IP Transport Service 

In this section, the concept of IP Transport Service will be defined and qualified by a set of parameters.

Before introducing the concept of IP Transport Service some preliminary definitions should be fixed. As known the OSI model provides a conceptual framework for communication between systems, but the model itself is not a method of communication. Actual communication is made possible using communication protocols.  In this context the protocol is a formal set of rules that governs how nodes exchange information over a network medium. A protocol implement the functions of one or more OSI layers. 

A given OSI layer generally communicates with three other OSI layers: the layer above, the layer below and its peer layer in the other networked systems. The Service User is the OSI layer that requests services from an adjacent OSI layer. The Service Provider is the OSI layer that provides a service to a Service User. OSI layers can provide services to multiple service users. The Service Access Point (SAP) is the conceptual location where one OSI layer can request a service to another OSI layer. The service provided by adjacent layers help an OSI layer to communicate its peer layer in another system.
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Figure 3 - Communication between OSI layers

The Internet protocols consist of a suite of communication protocols of which the two best known are are the Transmission Control Protocol (TCP) and Internet Protocol (IP). The IP is a network-layer (Layer 3) protocol that contains addressing information and some control information that enables packets to be routed. IP has two primary responsibilities: providing connectionless, best-effort delivery of datagrams; providing fragmentation and reassembly of datagrams to support data links with different maximum-transmission unit size. 

In general, an IP Transport Service could be defined as the capability of an IP-based network to deliver datagram payloads from a Service Access Point to anyone of the interfaces with the IP-address for that SAP. In this sense, an IP Transport Service is intended as an added value service to the simple data transmission. As such an IP Transport Service needs to be characterised.

If the end-user always acts via an application protocol, the Service Access Point of a Network Service Provider (NSP) could be either at the network-layer, or at the transport-layer, via intermediate protocols (e.g. TCP, UDP) or at the application layer via application protocols (FTP, HTTP, SNMP, SMTP, etc). This is shown in Figure 4. 
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Figure 4 - Definition of IP Transport Service

An IP Transport Service could be qualified by a set of parameters (to be adopted in the SLA), such as:

· access mode 

· rate of service availability

· multiple service quality classes vs performance 

· routing configuration

· multicast

· througthput management and traffic shaping

· security

· provisioning time

The access mode defines how the user can assess the service: for example, switched access via ISDN or dedicated access via leased line such as 2 Mbit/s.
The rate of service availability should indicate the service unavailability in hours per year.

Multiple service quality classes tied to the network latency or throughput characteristics provide an opportunity to differentiate between carrier services as well as to satisfy a full range of customer transport requirements via a single common interface. For example the DiffServ proposed by IETF, which makes use of the Type of Services (TOS) bit in the header of every IP datagram, permits the network to recognise how each packet should be handled. Platinum level service could include services such as real time video-conferencing; on the other end and bronze level service might include all non-time sensitive services such as file-tranfers.

As the IP layer could run or the role of integration layer for multiple services, particular attention should be payed in relating the IP performance parameters (such as packet loss ratio, end-to-end transfer delay, delay variance) with the performance requirements of the services. As an example, in Table 2 performance requirements for both standard services and IP-based services are reported. 
APPLICATION SERVICE
STANDARDS
BER
JITTER
DELAY

Voice
G.711- G.723.1 G.727 – G.729
< 10-4
< 3 ms
< 200 ms

Data Trasmission
RFC 959
n/a
n/a
< 60 s

On – Line
RFC 1945
n/a
n/a
< 400 ms

Broadcast-Multicast
MPEG1 – MPEG2
< 10-6
< 3 ms
n/a

Video Communication 
H.320 – H.323
< 10-6
< 3 ms
< 250 ms

Table 2 – Application Service Performance Requirements

Routing configuration should indicate, for example,  the beloging to one or more IP-based VPN.

As the offering of multicast services for streaming audio and video conferences are also foreseen, the IP transport services should support also multicast protocols. There a number of multicast protocols being developed and adopted such as MOSPF (Multicast OSPF), DVMRP (Distance Vector Multicast Routing Protocol) and PIM (Protocol Independent Multicast). 

Throughput management and traffic shaping relates to the capability to be used to decrease the burstiness of UDP and TCP traffic an as such to decrease the load on traffic buffers as well as the latency jitter caused by long queues. Traffic shaping does this by identifying traffic flows and then managing the maximum transmission rates. In this sense the rate control works directly with TCP or UDP to manipulate transmision rate, instead of relying on the existing TCP channel-capacity feedback mechanism.

The provisioning time is the time required to set-up the service.
2.2.2 OTN Transport Service

An OTN is a transport network bounded by optical channel access points.

An OTN Transport Service could be defined as the capability of an OTN to transport client information between two optical channel access points with a given degree of transparency. The OTN transport service could be provided by means of wavelegths, optical channel connections with transponders and dark fibre.
Wavelegth 

f.f.s
Optical Channel Connection

An OTN should be capable of supporting the following types of optical channel connection:
· a permanent optical channel set up from the network management system by means of network management protocols; 

· a soft permanent optical channel set up from the management system, which uses network generated signalling and routing protocols to establish connections;

· a switched optical channel which can be set up by the customer on demand using signalling and routing protocols.
A set of parameter could be used to qualify the Optical Channel Connection:
· access mode 

· rate of service availability

· multiple service quality classes

· multiple service protection classes

· routing configuration (VPN)

· bandwidth management

· security

· provisioning time

f.f.s
Dark Fibre 

f.f.s






