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1 Introduction

1.1 Purpose and Scope

The synchronous digital hierarchy (SDH) was introduced towards the end of the 1980s. This opened the way for a unified network structure on a worldwide scale, resulting in a means of efficient and economical network management for network providers. The networks can easily be adapted to meet the ever-growing demand for “bandwith-hungry” applications and services.

This document focuses on the main protection mechanisms adopted in SDH networks.

1.2 Reference Material

1.2.1 Reference Documents

[1]
See Chapter 6

1.2.2 Abbreviations

SDH
Synchronous Dygital Hierarchy

MSP
Multiplex Section Protection

SNCP
Sub-Network Connection Protection

MSDPRing
Multiplex Section Dedicated Protection Ring

MSSPRing
Multiplex Section Shared Protection Ring

HOP
Higher Order Path

LOP
Lower Order Path

VC
Virtual Copntainer

POH
Path OverHead

STM
Synchronous Transport Module

TU
Tributary Unit

TUG
Tributary Unit Group

AU
Administrative Unit

AUG
Administrative Unit Group

1.3 Document History

Version
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1.4 Document overview

The document is structured as follows. Section 2 presents an introduction about protection mechanisms adopted in SDH networks. Section 3 describes these mechanisms for ring and mesh networks. Protections for interconnected rings are discussed in chapter 4. Finally some common definitions about SDH are presented.

2 Protection mechanisms

Network failures can occur for different reasons: human error, equipment and carrier breaking or consumption… 

All protection mechanisms use spare circuits or components to provide back-up path.

Two types of protection are available in SDH:

· Trail or MSP (Multiplex Section Protection)
· SNCP (Sub-Network Connection Protection)
The first involves multiplexing section and a control protocol is required to realize this type of protection.

SNCP is a path protection. It protects a sub-network at path level and don’t need any control protocol.

Two main procedures are available:

· 1+1 protection

· 1:N protection

In the first case (1+1), each flow is duplicated between origin to destination, routing along two separate paths. The end equipment selects the better flow.

In 1:N protection, several working flows are protected by a single back-up resource. If a failure occurs, only one flow can be protected.

In particular, if N = 1, every flow is duplicated, but the protection is normally available to carry low-priority traffic when not used.

3 Network architectures

In a SDH network, we can have the following structures:

· Ring architecture  (3.1)

· Mesh architecture (3.2)

3.1 Ring protection mechanisms

A ring is a closed structure constituted of N nodes. 

Several rings are used to form interconnected-ring networks.

Rings can have:

· 2 fibers: each interconnection is constituted of two monodirectional fibers, one for clockwise  and the other one for anti-clockwise transmission

· 4 fibers: each interconnection is constituted of four monodirectional fibers, two for clockwise  and the other two for anti-clockwise transmission

There is another possible classification of rings:

· monodirectional with two fibers: one fiber is used to transmit working flow and the other one to transport protection signal

· monodirectional with four fibers: in this case, working signal uses two fibers (both clockwise or anti-clockwise) and protection signal uses the other two

· bidirectional: both signals are transmitted on all available fibers as well as possible.

The following ring protection mechanisms are defined:

· SNCP Ring

· MS-DPRING Ring

· MS-SPRING Ring

All protection modes are summarized in the table:

Monodirectional rings
Bidirectional rings


1+1
1:1
1:N
1+1
1:1
1:N

MSP
=
MSDPRing
=
=
=
MSSPRing

SNCP
SNCPRing
=
=
SNCPRing
=
=

3.1.1 SNCPRing

In SNCPRing we have a 1+1 protection. This protection can be implemented with monodirectional rings (2 fibers), transmitting the protected flow in both directions. The reception equipment selects the better flow. The protection channel is selected when the working signal degradation becomes unacceptable. Only receiver equipment decides which flow is the best.

As shown in figure 3.1, a flow between node A and D is transmitted simultaneously in clockwise and anti-clockwise sense.
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Figure 3.1: Path protection in SDH ring.

Both working and protection fibers are used.

A not-protected traffic can be transmitted occuping only one fiber.

SNCPRing protection can recover traffics owing to carrier or node failures.

3.1.2 MSDPRing

MSDPRing implements section protection and works on STM-N flow.

1:1 protection on monodirectional rings is realized. In this case, if a defect occurs, transmitter and receiver equipments switch the circuit over to the protection fiber (see figure 3.2) after changing control protocol.
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Figure 3.2: Monodirectional ring with MS-DPRING protection.

Because of dedicated protection it isn’t possible to define not-protected traffic.

3.1.3 MSSPRing

MSSPRing is a bidirectional ring and both fibers are used.
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Figure 3.3: Bidirectional ring with MS-SPRING protection.

The whole section capacity is divided between working and protection capacity. This ring uses 1:N protection. As in MSDPRing, for this type of protection a control protocol is necessary to switch working flow over the protection resource. The protected traffic flows in the opposite direction as regards the working flow (see fig. 3.4). In this case, in the same fiber, working and protection traffics flow.
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Figure 3.4:  Ring with MS-SPRING protection.

3.2 Mesh networks

They are transport networks formed from nodes interconnected without particular rules. These nodes include DXC 4/4 for PDH and SDH techniques.

MSP is the more natural protection for point-to-point networks, (both 1+1 and 1:N) where there are not any DXC. 

For more complex mesh networks, SNCP is implemented (1+1 protection). Pratically, it finds two independent physical ways on which flow demand is forwarded. In this way we can protect flows from single carrier/node damage.

4 Interconnections

Possible interconnections are:

· Interconnections betweeen rings

· Interconnections between mesh and ring

4.1.1 Interconnections between rings

In this paragraph, some possible configurations are presented.

Former, two interconnection classes is possible to define:

· Single Homing when interconnection occurs by one node (fig. 4.1);

· Dual Homing when interconnection occurs by two nodes (fig. 4.2).

Single Homing don’t provide any protection owing to an interconnection node failure.
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Fig. 4.1: Single Homing interconnection

In Dual Homing interconnection we can define different configurations. The interconnection can have a 1+1 protection as shown in figure 4.2 or diversified protection (see fig. 4.3).
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Fig. 4.2: Dual Homing interconnection
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Fig. 4.3: Dual Homing diversified interconnection

In the first case we have a total protection owing to interconnection nodes failure. In the second case, we lose half of traffic passing through two rings.

Transport network protections add spare resources to redirect flows in failure situations.

Possible protection methods are:

· 1+1 diversified

· 1+1 drop & continue

· Two ways diversified
· No protection
· 1+1 diversified protection

All flows (belonging to the same demand) are duplicated and forwarded to both interconnection nodes. The protection closing is done only on the extremities of the flow demand (not on every crossed ring); so protection is done on termination equipment while the flow demand is not protected on transit equipment. The flow demand is protected (100%) as consequence of a link or node failure.


[image: image8.wmf]100%

100%

100%

100%

100%

100%

100%

100%


Fig. 4.4 : 1+1 diversified protection

· 1+1 drop & continue protection

All flows (belonging to the same demand) are duplicated and forwarded to both interconnection nodes. Each interconnection node forwards flows to the second ring and to the other interconnection node.
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Fig. 4.5 : 1+1 Drop & Continue protection

· Two ways diversified

The protection closing is done on each crossing ring: the two halves of the flow demand are protected in two different interconnection nodes.
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Fig. 4.6 : Two ways diversified protection

· No protection

All flows are forwarded trying to minimize ring utilization. Flows are not protected and recovering is not guaranteed.

In relation to rings classification done in chapter 3, we can have three different types of interconnection:

· SNCP-SNCP interconnection

· SPRING-SPRING interconnection

· SNCP-SPRING interconnection

4.1.1.1 SNCP-SNCP interconnection

The possible interconnections between rings with this architecture are::

1)
SNCP-SNCP with drop & continue;
2)
SNCP-SNCP without drop & continue (1+1 diversified);
3) SNCP-SNCP with two ways diversified.

In the first case, flow demand is duplicated and forwarded to both interconnection nodes. As shown in figure 4.7, the anti-clockwise flow is dropped in node 1 and is also continued towards node 2. The same is for clockwise flow. In this way, both node 1 and node 2 can select the best flow to forward to node 3 and 4 respectively. The flow received at node 3 is routed along anti-clockwise direction, while the one received at node 4 flows along clockwise direction only. The destination node B can select the best flow. The same procedure is adopted about B to A flow. We have protection against node failure or simultaneous carrier damage in both rings.
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Fig. 4.7: Interconnection between SNCP rings with drop & continue

In the second case (1+1 diversified), the flow is duplicated along two different ways (see fig. 4.8). The protection level is less than previous one, because we have protection against node failure or single carrier damage.
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Fig. 4.8: Interconnection between SNCP rings without drop & continue

In the last case, flow demand, if possible, is divide into two equal parts towards interconnection nodes. With this protection method we have 50% protection owing to node failure and full protection owing to carrier damage.

4.1.1.2 SPRING-SPRING interconnection

In this paragraph the possible interconnections between MSSPRING rings are illustrated:

1)
SPRING-SPRING with drop & continue;
2) SPRING-SPRING without drop & continue (1+1 diversified);

3) SPRING-SPRING with two ways diversified

As shown in figure 4.7, the anti-clockwise flow is dropped in node 1 and is also continued towards node 2; it drops the flow another time. Node 4 selects between the flow from node 2 and  the one from node 1 through node 3, and forwards the best towards destination node B. In this case we can protect flows against node failure or simultaneous carrier damage in both rings (fig. 4.9).
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Fig. 4.9: Interconnection between MSSPRING rings with drop & continue

The other two types of protection are like SNCP-SNCP case.

4.1.1.3 SNCP-SPRING interconnection

There are three interconnection types between different rings:

1) SNCP-SPRING with drop & continue;

2) SNCP-SPRING without drop & continue;

3) SNCP-SPRING with two ways diversified.

In the first case, flow demand is duplicated and forwarded to both interconnection ways. Node 4 selects the best flow to forward towards destination node. The flow from B to A is dropped in node 4 and continued towards node  and, through node 1, is sent to destination node A (clockwise way). Instead, the flow available at node 2 is routed in anti-clockwise sense towards node A. We have flow protection against node failure or simultaneous carrier damage (see figure 4.10).

For the other two protections refer to analog methods in previous paragraphs.
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Fig. 4.10: Interconnection between SNCP Ring and SPRING Ring

5 Managed flows

5.1 Flow speed

SDH-network is currently partitioned into three primary layers:

· Circuit layer: supplies user connections for telecomunication services.

· Path layer:  two  sub-layers exist: the lower order path (LOP) layer network and the higher order path (HOP) layer network. 

· Transmission media layer:  reguards transmission media (optical fiber or radio link). It is divided into section layer and physical media layer. The section layer is further divided into two network sub-layers: multiplex section layer network and regenerator section layer network.

There are the following definitions:

· Virtual Container (VC): VCs are numerical structures used as support for path layer connections; they are assembled and disassembled at ingress and egress of a synchronous network. In this structure there are a transport capability (payload) and a service capability (POH, Path Overhead).

· Synchronous Transport Module (STM): it is the numerical structure at section layer.  

· Grooming: it is possible to select services that can be transmitted together in the same VC-4s. This aggregation is based on some criteria: same origin and destination, same type of service, etc…

In figure 5.1 is shown an example. The information exchanged between two terminal equipments at different layer is:

· 2 Mbps flow at circuit layer.

· VC-12 at LOP layer.

· VC-4 at HOP layer.

· STM-1 at transmission media layer.


Figure 5.1

5.2 Multiplexing schemes

Definitions:

· Container (C): it is the numerical structure containing the information payload at circuit layer. Containers can contain PDH flows.

· Virtual Container (VC): see paragraph 5.1.

· Tributary Unit (TU): TU is formed of a VC and an overhead.

· Tributary Unit Group (TUG): TUG is formed by multiplexing of homogeneous TU.

· Administrative Unit (AU): it is used to adapt path layer at transmission medium layer.

· Administrative Unit Group (AUG): AUG is constituted of AU aggregations.

· Synchronous Transport Module (STM): see paragraph 5.1.

 

Figure 5.2 – ETSI multiplexing scheme
Figure 5.3 –  ITU multiplexing scheme

6 ITU-T Recommendations relevant to SDH

G.703:
Physical/electrical characteristics of hierarchical digital interfaces

G.707:
Network node interface for the synchronous digital hierarchy (SDH)

G.772:
Protected monitoring points provided on digital transmission systems

G.774:
SDH information model for the network element view

G.774.01:
SDH performance monitoring for the network element view

G.774.02:
SDH configuration of the payload structure for the network element view

G.774.03:
SDH management of multiplex section protection for the network element view
G.774.04:
SDH management of sub-network connection protection for the network element view

G.774.05:
SDH management of the connection supervision functionality (HCS/LCS) for the network element view

G.780:
Vocabulary of terms for SDH networks and equipment

G.783:
Characteristics of synchronous digital hierarchy (SDH) equipment functional blocks

G.784:
Synchronous digital hierarchy (SDH) management

G.803:
Architectures of transport networks based on the synchronous digital hierarchy (SDH)

G.810:
Definitions and terminology for synchronization networks

G.811:
Timing requirements at the output of primary reference clocks suitable for plesiochronous operation of international digital links

G.813:
Timing characteristics of SDH equipment slave clocks (SEC)

G.825:
The control of jitter and wander in digital networks based on the SDH

G.826:
Error performance parameters and objectives for international, constant bit rate digital paths at or above the primary rate

G.831:
Management capabilities of transport network based on the SDH

G.832:
Transport of SDH elements on PDH networks

G.841:
Types and characteristics of SDH network protection architectures

G.842:
Interworking of SDH network protection architectures

G.957:
Optical interfaces for equipments and systems relating to the SDH

G.958:
Digital line systems based on the SDH for use on optical fibre cables

M.2101:
Performance limit for bringing into service and maintenance of international SDH paths and multiplex sections

M.2110:
Bringing into service international paths, sections and transmission systems

M.2120:
Digital path, section and transmission system fault detectin and localiazation

O.150:
General requirements for instrumentation for performance measurements on digital equipment

O.17s:
Jitter  and wander measuring equipment for digital systems which are based on the SDH

O.181:
Equipment to assess error performance on STM-N SDH interfaces
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